**اسناد پژوهشی:**

سازمان فناوری اطلاعات ایران به موجب تبصره 3 قانون تقویت و توسعه نظام استاندارد و همچنین در راستای تعیین الزامات جهت استقرار، پیاده‌سازی، نگهداری و بهبود مستمر سامانه‌ مدیریت امنیت اطلاعات با همکاری سازمان ملی استاندارد ایران نسبت به ملی نمودن استاندارد ISO/IEC 27001:2022 اقدام نموده است.

استاندارد ISO/IEC 27001:2022 که نخستین بار در سال 1387 تدوین شده، بر اساس پیشنهاد‌های دریافتی و بررسی و تایید کمیسیون‌های مربوط برای سومین بار مورد تجدیدنظر قرار گرفت و در هفتصد و سی و چهارمین اجلاسیه کمیته فناوری اطلاعات مورخ 14/11/1402 با عنوان " امنیت اطلاعات، امنیت سایبری و حفاظت از حریم خصوصی- سامانه مدیریت امنیت اطلاعات – الزامات- INSO-ISO/IEC27001:2022 مورد تصویب اعضای کمیته و متخصصان این حوزه قرار گرفت.

 پذیرش سامانه مدیریت امنیت اطلاعات، تصمیمی راهبردی برای سازمان ها بوده و استقرار و پیاده‌سازی آن متاثر از نیازها، اهداف و الزامات امنیتی‌سازمان، فرایندهای سازمانی مورداستفاده و اندازه و ساختار سازمان می‌باشد. سامانه‌ مدیریت امنیت اطلاعات با بکارگیری فرآیند مدیریت مخاطرات، از محرمانگی، يكپارچگي و در دسترس بودن اطلاعات محافظت می­نماید. پس بسیار مهم است که سامانه مدیریت امنیت اطلاعات، جزئی از فرایندهای سازمان ها و ساختار کلی مدیریتی و به‌صورت یکپارچه با آن باشد و امنیت اطلاعات در طراحی فرایندها، سامانه اطلاعات و کنترل‌ها در نظر گرفته شود.